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PART I - THE SCHEDULE
SECTION C
DESCRIPTION/SPECIFICATIONS/WORK STATEMENT

252.211-7005
SUBSTITUTIONS FOR MILITARY OR FEDERAL SPECIFICATIONS AND STANDARDS (NOV 2005)

{a) Definition,

"SPI process,” as used in this clause, means a management or manufacturing process that has been accepted
previously by the Department of Defense under the Single Process Initiative (SPI) for use in Tiev of a specific
military or Federal specification or standard at specific facilities. Under SPI, these processes are reviewed and
accepted by a Management Council, which includes representatives of the Contractor, the Defense Contract Management
Agency, the Defense Contract Audit Agency, and the military departments.

{(b) Offerors are encouraged to propose SPI processes in lieu of military or Federal specifications and
standards cited in the solicitation. A 1isting of SPI processes accepted at specific facilities is available via
the Internet at
http://guidebook.dcma.mi1/20/guidebook_process.htm (paragraph 4.2).

(c) An offeror proposing to use an SPI process in lieu of military or Federal specifications or standards cited

in the solicitation shall-

(1) Identify the specific military or Federal specification or standard for which the SPI process has been
accepted:

(2) Identify each facility at which the offeror proposes to use the specific SPI process in lieu of
military or Federal specifications or standards cited in the solicitation;

(3) Identify the contract 1ine items, subline items, components, or elements affected by the SPI process:
and

(4) If the proposed SPI process has been accepted at the facility at which it is proposed for use, but is
not yet listed at the Internet site specified in paragraph (b) of this clause, submit decumentation of Department of
Defense acceptance of the SPI process.

(d} Absent a determination that an SPI process is not acceptable for this procurement, the Contractor shall use
the following SPI processas in 1ieu of military or Federal specifications or standards:
{Offeror insert information for each SPI process)

SPI Process:

Facitity:

Military or Federal Specification or Standard:

Affected Contract Line Item Mumber, Subline Item Number, Compenent, or Element:

{(e) If a prospective offeror wishes to obtain, prior to the time specifie d for receipt of offers, verificatien
that an SPI process is an acceptable replacement for military or Federal specifications or standards required by the
solicitation, the prospective offeror:

{1) May submit the information required by paragraph (d)} of this clause to the Contracting Officer prior to
submission of an offer; but

{2) Must submit the information to th Contracting Officer at lsast 10 working days prior to the date
specified for receipt of offers.
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PART I - THE SCHEDULE
SECTION D
PACKAGING AND MARKING

2¢52,211-7003
ITEM UNIQUE IDENTIFICATION AND VALUATION (MAR 2016)

(a) Definitions. As used 1n this clause--

vaAutomatic identification device"” means a device, such as a reader or interrogator, used to retrieve data encoded on
nachine-readable media.

"Concatenated unique item identifier"" means——

{1) For items that are serialized within the enterprise identifier, the linking together of the unique identifier
data elements in order of the issuing agency code, enterprise identifier, and unique serial number within the
enterprise identifier; or

{2) For items that are serialized within the original part, lot, or batch number, the Tinking together of the
unique identifier-data elements in order of the issuing agency code; enterprise identifier; original part, lot, or
batch number; and serial number within the original part, lot, or batch

*Data matrix" means a two-dimensional matrix symbology, which is made up of square or, in some cases, round modules
arranged within a perimeter finder pattern and uses the Error Checking and Correction 200 (ECC200) specification
found within International Standards Organization (IS0)/International Electrotachnical Commissien {IEC) 18022.

"Data qualifier" means a specified character (or string of characters) that immediately precedes a data field that
defines the general category orintended use of the data that foilows.

"DoD recognized unique identification equivalent"" means a unique identification method that is in commercial use and
has been recognized by DoD. A1l DoD recognized unique identification equivailents are 1istedat: http:
//www.acq,osd.mil/dpap/pdi/uid/ivid_equivalents.html

“DoD item unique identification"" means a system of marking items delivered to DoD with unique item identifiers that
have machine-readable data elements to distinguish an item from all other T1ike and unlike items. For items that are
serialized within the enterprise identifier, the unique item identifier shall include the data elements of the
enterprise identifier and a unique serial number. For items that are serialized within the part, Tot, or batch number
within the enterprise identifier, the unique item identifier shall include the data elements of the enterprise
identifier; the original part, lot, or batch number; and the serial number.

"Enterprise"" means the entity (e.g., a manufecturer or vendor} responsible for assigning unique item identifiers to
items.

*Enterprise identifier"” means a code that is uniquely assigned to an enterprise by an issuing agency,“"Government's
unit acquisition cost"" means—-

{1) For fixed-price type 1line, subline, or exhibit Tine items, the unit price identified in the contract at the
time of delivery

(2) For cost-type or undefinitized 1ine, subline, or exhibit Tine items, the Contractor's estimated fully
burdenad unit cost to the Government at the time of delivery; and

{3) For items produced under a time—and-materials contract, the Contractor's estimated fully burdened unit cost
to the Government at the time of delivery.

"Issuing agency"" means an organization responsible for assigning a globally unique identifier to an enterprise
(CAGE)Code orthe Coded Representation of the North Americen Telecommunications Industry Menufacturers, Suppliers, and
as indicated in the Register of Issuing Agency Codes for ISO/IEC 15459, located at
http://www,.aimglobal.org/?Reg_Authority15458.

"Issuing agency code"" means a code that designates the registratien (or contrelling) authority for the enterprise
identifier.

"Item"” means a single hardware article or a single unit formed by a grouping of subassemblies, components, or
constituent parts.
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252.211-7003 (CONT)
ITEM UNIQUE IDENTIFICATION AND VALUATION {MAR 201B)

Lot or batch number"" means an fdentifying number assigned by the enterprise to a designated group of items, usually
refaerred to as either a 1ot or a batch, all of which were manufactured under identicel conditions.

"Machine-readable"" means an automatic identification technology media, such as bar codes, contact memory buttons,
radio frequency identification, or optical memory cards.

"0riginal part number"" means a combination of numbers or letters assigned by the enterprise at item creation to &
ciass of items with the same form, fit, function, and interface.

"Parant item"" means the item assembly, intermediate component, or subassembly that has an embedded item with a
unique item identifier or DoD recognized unique identification equivalent.

"Serial number within the enterprise identifier”" means a combination of numbers, letters, or symbols assigned by the
enterprise to an item that provides for the differentiation of that item from any other 1ike and unlike item and is
never used again within the enterprise.

"Serial number within the part, lot, or batch number"" means a combination of numbers or letters assigned by the
enterprise to an item that provides for the differentiation of that item from any other 1ike item within a part,
Tot, or batch number assignment.

"Serialization within the enterprise identifier”” means each item produced is assigned a serial number that is unique
among all the tangible items produced by the enterprise and is never used again, The enterprise is responsible for
ensuring unique serialization within the enterprise identifier.

Serialization within the part, lot, or batch number""™ means each item of & particular part, lot, or batch number is
assigned a unique serial number within that part, lot, or batch number assignment. The enterprise is responsible for
ensuring unique serialization within the part, lot, or batch number within the enterprise didentifier.

"Type designation™ means a combination of letters and numerals assigned by the Government to a major end item,
assembly or subassembly, as appropriate, to provide a convenient means of differentiating between items having the
same basic name and teo indicate modifications and changes thereto.

"Unique item identifier"" means a set of data alements marked on {itams that is5 globally unique and unambiguous, The
term includes a concatenated unique item identifier or a DoD recognized unique identification equivalent.

Unique item identifier type™" means a designator to indicate which method of uniquely identifying a part has been
used. The current 1ist of accepted unique 1item identifier types is maintained at:
http://www.acq.osd.mil/dpap/pdi/uid/uii_types.html

{b) The Contractor shall deiiver all items under a contract l1ine, subline, or exhibit line item.

{€) Unique item identifier.
(1) The Contractor shall provide a unigue item identifier for the following:
(i) Delivered items for which the Government's unit acquisition cost is $5,000 or more except for the
following Tline items:
contract Line, Subline, or
Exhibit Line Item Number Item Description

(ii) Items for which the Government's unit acquisition cost is less than $5,000 that are identified in
the Schedule or the following table: Contract Line, Subline, or
Ixhibit Line Item Number Item Description
<> <>
<> <>
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> <>

> <>

than $5,000 that are identified in the Schedule or the following table:
:ontract Line, Subline,

FANAY

Jr Exhibit Line Item Number Item Description
> <>

o <>

i <>

(] <>

(If items are identified in the Scheduvle, insert (See Scheduie" in thistable.)
items, items with warranty requirements, DoD serialiy managed reparables and DoD serially managed nonreparables as
specified in Attachment Number < >

{iv) Any item of special tooling or special test equipment as defined in FAR 2.101 that have been designated
for preservation and storag e for a Major Defense Acquisition Program as specified in Attachment Number < > .

(v) Any item not included in (i), (ii), (i41), er (iv) for which thecontractor creates and marks a unique
item identifier for traceability.

(2) The unique item identifier assignment and its component data element combination shall not be duplicated
sn any other item marke d or registered in the DoD Item Unique Identification Registry by the contractor,

{3) The unique item identifier component data elements shall be marked on an item using two dimensional data
patrix symbology that complies with ISO/IEC International Standard 16022, Information technology - International
symbology specification - Data matrix; ECC200 data matrix specification.

{4) Data syntax and semantics of unique item identifiers. The Contractor shall ensure that —

{i) The data elements (except issuing agency code) of the unique item identifier are encoded within the
jata matrix symbol that is marked onthe item using one of the following three types of data qualifiers, as
determined by the Contractor:

{A) Application Identifiers (AIs) {Format Indicator 05 of ISO/IEC International Standard 15434}, in
accordance with ISO/IECInternational Standard 15418, Information Technology - EAN/UCC Applicaticenldentifiers and
Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Dataldentifier and Application Identifier Standard.

{B) Data Identifiers (DIs) (Format Indicator 06 of ISO/IEC International Standard 15434), in
accordance with ISD/IEC International standard 15418, Information Technology - EAN/UCC Application Identifiers and
Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Data Identifier and Application Identifier Standard.

{C) Text Element Identifiers (TEIs)(Format Indicator 12 of ISO/IEC International Standard 15434), in
accordance with the Air Transport Association Common Support Data Dictionary; and.

(i1} The encoded data elements of the unique item identifier conform to the transfer structure, syntax,
and coding of messages and data formats specified for Format Indicators 05, 06, and 12 in ISO/IEC
InternationalStandard 15434, Information Technology — Transfer Syntax for High Capacity Automatic Data Capture
Vedia,

(5) Unique item identifier.
(i) The Contractor shall-
{A) Determine whether to-
(1) Serialize within the enterprise identifier;
{2) Serialize within the part, lot, or batch number; or
(3) Use a DoD recognized unique identification equivalent; (e.g. Vehicle Identification Number):
and

{(B) Place the data elements of the unique item identifier (enterprise identifier; serial number: DoD
recognized unique identification equivalent; and for serialization within the part, lot, or batch number only:
original part, lot or batch numbser) on items requiring marking by paragraph (c)(1) of this clause, based on the
criteria provided in MIL-5TD-130, Identification Marking of U.S. Military Property, latest version:

{C) Label shipments, storage containers and packages that contain uniquely identified items in
accordance with the raquirements of MIL-S5TD-129, Military Marking for Shipment and Storage, latest version; and

{D) Verify that the marks on items and labels on shipments, sterage containers, and conform to the
appliceble standards. The contractor shail use an automatic identification technology device for this verification
that has been programmed to the requirements of Appendix A, MIL-STD-130,latest version.

(ii) The issuing agency code-

(A) Shall not be placed on the item; and

(B) Shall be derived from the data qualifier for theenterprise identifier.

{d) For each item that requires item unique identification under paragraph {c){1)(1)(i1) or (iv) of this clause,
or when item unique identification is provided under paragraph (c)(1)(v) in addition to the information provided as
part of the Material Inspection and Receiving Report specified sisewhere in this contract, the Contractor shall
report at the time of delivery, as part of the Material Inspection and Receiving Report, the following information:

{1) Unique item identifier,

(2) Unique item identifier type.

(3) Issuing agency code (if concatenated unigue item identifier is used,

(4) Enterprise identifier (if (if concatenated unique item identifier is used).

(5) Original part number (if there is serfialization within the original part number)
(6) Lot or batch number (if thare is serialization within the lot or batch number).
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252,211-7003 (CONT)
ITEM UNIQUE IDENTIFICATION AND VALUATION (MAR 2016)

{7) Current part number (optional and only if not the same as the original part number).
{8) Current part number effective date (optional and only if current part number is used).
{9) Serial number (if concatenated unique item identifier is used),

{10) Government's unit acquisition cost.

{11) Unit of measure.

{12) Type designation of the item as specified in the contract schedule, if any.

{13) Whether the item is an item of Special Tooling or Special Test Equipment.

{14) Whether the item is covered by a warranty.

{e) For embedded subassemblies, components, and parts that require DoDitem unique identification under paragraph
{c)(1){iii) of this clause, orwhen item unique fdentification is provided under paragraph (c){1(v), theContractor
shall report as part of the Material Inspection and ReceivingReport specified elsewhere in this contract, the
following information:

{1) Unique item identifier of the parent item under paragraph of this clause that contains the embedded
subassembly, component, or part,
(2) Unique item identifier of the embedded subassembly, component, or part,
(3) Unique item identifier type.**
(4) Issuing agency code (if concatenated unique {item identifier isused}.**
(5) Enterprise identifier (if concatenated unique item identifier isused)**
(6) Original part number.**(if there is serialization within the original part number).**
(7) Lot or batch number.(if there is serialization within the lot orbatch number),**
(8) Current part number (optional and only if not the same as the original part number).**
(9) Current part number effective date (optional and only if current part number is used).*®*
(10) Serial number {if concatenated unique item identifier isusad**)**
(11) Description.
** Once per item.

{(f) The Contractor shall submit the information required by paragraphs (d) and (e} of this clause as follows:
(1) End items shall be reported using the receiving report capabilityin Wide Area Work Flow (WAWF) in
accordance with the clause at 252.232-7003.If WAWF is not required by this contract, and the contractor is not using
http://dodprocurementtocibox.com/site/uidregistry/.
{2) Embedded items shall be reported by one of the following methods—

(1) Use of the embedded items capability in WAWF;

(1i) Direct data submission to the IUID Registry following the procedures and formats at
http:/dodprocurementtoolbox,.com/site/uidregistry/; or

(iii) Via WAWF as a deliverable attachment for exhibit 1ine item number < > , Unique Item Identifier
Report for Embedded Items, Contract Data Requirements List, DD Form 1423,

{g) Subcontracts. If the Contractor acquires by subcontract, any item{s) for which item unique identification is
reguired in accordance with paragraph (c)}(1) of this clause, the Contractor shall include this clause, includingthis
paragraph (g) in the applicable subcontract(s} including subcontracts for commercial items.

252.211-7008
PASSIVE RADIO FREQUENCY IDENTIFICATION (SEP 2011)

This clause is incorporated by reference with the same force and effect as if tt were given in full text. The clause
is applicable to individual cases and pallettzed unit loads for the shipment of items in the supply classes and to
the locations identified in DFARS 211.275-2.

252.246-7007

CONTRACTOR COUNTERFEIT ELECTRONIC PART DETECTION AND AVOIDANCE SYSTEM (MAY 2014
}

NAVSUPWSSDAOB
ITEM MARKING REQUIREMENTS (JUN 2006)

Item marking requirements and methods for identification of items of Military Property produced, stocked, stored, and
issued by or for the Department of Defense shall be in accordance with MIL-STD-130, REV M,

NAVSUPWSSDAQ?
PRESERVATION, PACKAGING, PACKING AND MARKING (JUL 2014)

The contractor shall preserve, pack and mark all items as cited below.
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NAVSUPWSSDAQ7 (CONT)
PRESERVATION, PACKAGING, PACKING AND MARKING (JUL 2014)

1. PRESERVATION REQUIREMENTS

a, SYSTEM STOCK SHIPMENTS - The contractor shall preserve all items intended to enter the military distribution
system (stock) in accordance with the MIL-STD-2073-1E, "Standard Practice for Military Packaging", Packagin g
Requirements Code specified in the Schedule. When a Specialized Prese rvation Code/Method of Preservation (MOP)
{Table J-Ia) is specified, and one or more of the following packaging fields (WM, CUD, CT, UC) value i s a 00
{numeric), the Specialized Preservation/MOP procedure and materia 1s takes precedence. Disregard *"HM" and "LP"
fields and replace "SPMK 99" with "00" (numeric). Contractor can access https://tarp.navsisa.navy.mil for code
interpretation.

1) Contractor shall use material produced by a Qualified Products List (QPL) manufacturer if the required
packaging material has a QPL. Barrier materials that have QPLs are MIL-PRF-131, Classes 1 and 3, MIL-PRF-B1705D,
Type 1 and MIL-PRF-22191. These items can be identified by the following packaging field values: PM = "31", "32",
"33v, "41*, r42", "43", "44", *45", “51 *, "52", "53", "H4", "55", "AW", "BD", "DW", "GX"; or UC = "B2", "B3", "
Bg", "BL", "BS" or "SD", Sources for QPL material can be obtained by co ntacting 215-687-5842,

b. IMMEDIATE USE/INSTALLATION AND PART NUMBER BUY SHIPMENTS - Government PCO or ACO approval to use the packaging
standards outlined in this paragraph is required, and is only permitted for all items determined to be for immediate
use (e.g. CASREP, AOG, or Repair line stoppage) and part number buy shipments. Any national stock numbered (NSN)
item required for immediate use or direct installation, or part number item {authority granted to ship without NSN
shall be preserved and packed in accordance with ASTMD 3851-10, "Standard Practice for Commercial Packaging”, for all
shipments to a Continental United States {CONUS} government activity or contractor-owned facility. Marking shall be
in accordance with MIL-STD-129R, "Military Marking for Shipment and Storage". Al11 buys destined for oversears
shiment (OCONUS) shall be preserved in accordance with MIL-STD-2073-1E.

¢. GOVERNMENT-OWNED MATERIAL - In the event that the Performance Based Log istics (PBL) contract expires and
there is no follow-on PBL contract, or the contract is terminated or completed and Government-owned material is to
be returned to the supply system, the contracter shall preserve and package this material in accordance with the
requirements of paragraph 1 a.

2. PACKING REQUIREMENTS - The contractor shall pack as follows. Exterior shipping containers for Packing
Levels A and B are detailed in MIL-STD-2073-1E, Appendix C, Table C.II. Reusable containars, fast pack containers or
wood containers are shipping containers and do not require overpacking for shipment.

Domestic Shipments (CONUS} Level B

Dverseas Shipments (OCONUS){including Navy ships at sea):

vVia air, FPO, APO Level B
Via freight forwarder Level B
via surface Level A

3. MARKING REQUIREMENTS — A1l unit, intermediate and shipping containers shall be marked in accordance with
MIL-STD-129R. In addition, the following specific requirements apply:
a, ADDITIONAL MARKING FOR SPARES ONLY - Each MIL-5TD-128R label shall also include the following:
1) Supplementary Procurement Instrument Identification Number (SPIIN) - the 4-digit order number that
follows the basic BOA or long-term contract number {e.g. 0001, AOO1, 5001, 7001, ete.),
2) Contract Line Item Number (CLIN) - the 4-digit individual 1ine item number {e.g. 0001, 0002, etc), and
3) SubCLIN - the 8-digit sub 1ine item number (e.g. O001AA, 0001AB, 0002AA, C002AB, etc).

b. 2D BAR CODE MILITARY SHIPPINE LABEL (MSL) - 20 bar code requirements in accordance with MIL-STD-129R,
Paragraph 5,2,2.6

c. RADIQ FREQUENCY IDENTIFICATION (RFID) LABEL - RFID requirements in accordance with clause DFARS 252.211-7006.
"Passive Radio Frequency Identification.”

d. DEPOT LEVEL REPAIRABLE (DLR) LABELS
1) Items identified with a Cognizance Code of either "7" or an even number preceding the NSN (e.g. 7RH
5826-01-428-0990) are defined as Depot Level Repairable (OLR) items. DLR jtems require that a DLR label be placed on
the outside of the unit, the intermediate and the shipping container for accountability and contrel purposes. The
outside of each unit, intermediate and shipping container shall be affixed with the appiicable label as close to the
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PRESERVATION, PACKAGING, PACKING AND MARKING (JUL 2014)

bar code label as possible,

EXCEPTION: When a DLR item requires use of both & reusabls inner unit container and a reusable outer shipping and
storage container {(excluding wood and fiberboard), only the inner unit container shall be affixed with a DLR label.
In these cases onlyh, DLR 1abels shall NOT be placed on the outer reusable container.
2} Labels can be obtained via email:

tyrone.sizer@dla.mil or sandy.sullivan@dla.mil
Provide the following information in the email:

a) Contract Number

b) NSN of the size DLR Label you need (per the below)

c) POC and Address for these to be sent to.

QUANTITY
PER UNIT
NSN DESCRIPTION PACKAGE APPLICATION FORM NUMBER
0108LF5055300 DLR Label 100 Unit NAVSUP 1397-1
2 in. x 3 in. Container
0108LF5055000 DLR Label 100 Intermediate/ NAVSUP 1397
J in. x 5 in. Shipping

Container

Labels may alsc be obtained by faxing a copy of the contract page containing the DLR label requirement and providing
the POC/Address to 215-687-2424,

e. SPECIAL MATERIAL IDENTIFICATION COCODE (SMIC) FOR NAVSUP WSS MECHANICSB URG MARITIME REQUIREMENTS ONLY
1, Certain Program-reiated items are identified by a two-position SMIC, which appears as a suffix to the NSN
(e.g. 1H4730-00-900-1317 L1), and require special markings. Containers shall be marked with letters, maximum two
inches high on two (2} sides and two (2) ends as follows:

SMIC MARKINGS COLOR TYPE CONTAINER
L1 LEVEL 1 RED Unit, intermediate and
shipping (size permitting)
51 SURFACE RED Unit, intermediate and
LEVEL 1 shipping {size permitting)
D4/D5/D7 DSS-S0C RED Unit, intermediate and
shipping (size permitting}
Cl* LEVEL 1 GREEN Unit, imtermediate and
CLEAN 02-N2 shipping
CP/VG® SPECIAL CLEAN GREEN Unit, intermediate and Shipping
02-N2
D0/D6/DB*  DS5-S0C SPECIAL GREEN Unit, intermediate and shipping
CLEAN 0Q2/N2
VU FBW SFCC vU BLUE Unit, intermediate and shipping
(size permitting)
SW FBW SFCC SW BLUE Unit, intermediate and shipping
(size permitting)
Q3 Q5 Q3 or Q5 RED Unit, intermediate and shipping

* denotes Oxygen Clean requirements in accordance with MIL-S5TD-1330
"Precision Cleaning and Testing of Shipboard OxygenHelium, Helium-Oxygen, Nitrogen, and Hydrogen Systems."

4,PALLETIZATION. Palletization of shipments shall be accomplished in accordance with MIL-STD-147E "DoD Standard
Practice: Palletized Unit Loads."
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§. WOOD PACKAGING MATERIAL (WPM)
In accordance with the latest version of DoD Manual 4140.65-M "Compliance for Defense Packaging: Phytosanitary
Requirements for Wood Packaging Material (WPM)," assets packed in or on wood pallets, skids, Toad boards, pallet
collars, wood boxes, reels, dunnage, crates, frames, and cleats must comply with the Heat Treatment (HT)} or Heat
Treatment/Kiln Dried (HT/KD) (continuous at 56 degrees Centigrade for 30 minutes) standard. The WPM must be stamped
or branded with the appropriate certification markings as detaited in DoD 4140.85-M and be certified by an accredited
American Lumber Standards Committee {ALSC)-recognized agency. The WPM certification markings must be easily visible,
especially in pallet loads, to inspectors.

B. NAVY SHELF LIFE PROGRAM

Navy shelf-iife requirements are 1isted under the item description in a 3-digit alpha/numeric code, Position
one (1} is the DOD sheif-life code, defining the type of shelf-Vife for an item (Type I, non-extendible or Type II,
extendible), and the number of months an item can remain ready for issue in a Navy specified package. Positions two
(2) and three (3) combined form the Navy-unique sheif-life action codes used by storage activities, and de not

impose any requirements on the contractor. The contractor shall use the applicable shelf-1ife paragraphs and table in
MIL-STD-129R to apply either Type I or Type II shelf-1ife markings for an item's unit, intermediate and shipping
containers, Contractors will ensure that at least eighty-five percent (85%) of the Navy shelf-life requirement is
remaining when received by the first government activity.

7. REUSABLE NSN CONTAINERS
in item that has anm NSN assigned in the "Container NSN" field (e.g. 8145012622882) requires shipment in a metal or
piastic resuable shipping and storage container,

a. REUSABLE CONTAINERS FOR NAVSUP WEAPON SYSTEMS SUPPORT, MECHANCISBURG SitE, MARITIME REQUIREMENTS
Reusable MSN containers for MARITIME (designated by a Cognizant Code of "7t", "7G" and "7H") shall be provided as
CONTRACTOR-FURNISHED MATERIAL {CFM). Container sources may be obtained by contacting 215-697-5842,

b. REUSABLE CONTAINERS FOR NAVSUP WEAPON SYSTEMS SUPPORT, PHILADELPHIA SITE , AVIATION REQUIREMENTS
Reusable NSN containers {excluding wood and fiberboard) for AVIATION material (designated by a Cognizant Code of
"7R","6K" or "QOR") shall be provided as GOVERNMENT-FURNISHEDMATERIAL (GFM). Fast Pack containers WILL NOT be
provided as GFM are not provided by NAVICP, To obtain GFM reusable containers, the contractor must first obtain a
Contaier Request Form either from https://tarp.navsisa.navy.mil/container or by contacting 215-697-5842, then fax the
completed form to 215-697-1405/3850 at least 90 days prior to the anticipated shipping date (monthly for repair
contracts), If the Navy's Container Management Area (CMA) informs the contractor that containers are unavailable,
the following alternate packaging requirements apply.
Under no circumstances will the unavailability of reusable containers be an excusable delivery delay. Unit packs
shall be designed to conserve weight and cube while retaining the protection required and enhancing standardization.

ALTERNATE PACKAGING REQUIREMENTS FOR
ITEMS ASSIGNED THE FOLLOWING CONTAINERS:

Container Container Alternate Packaging Code
NIIN Part Number IAW MIL-STD-2073-1E
(B0132)

00-260-9548 POGE9-2 GX10000LTBEC
00-260-9556 P069-1 {QUP = D01)
00-260-9558 PO69-3 {ICQ = 00)
00-260-9562 PDGa-4
01-012-4088 PO6S-6
01-D14-0440 P069-5
01-164-4073 PDGE-7
01-262-2982 15450-100 DW100K3GHFED
01-262-2083 15450-200 (QUP = 001}
01-262-2984 15450-300 (ICQ + 001}
01-262-2985 15450-400
01-262-2986 15450-500
01-262-2987 16450-600
01-262-2988 15450-700 DW100K3EGHFDR

(QUP = 001)

(ICQ = 0o0D)

A1l excess empty reusable shipping and storage containers shall be turned-in to the nearest Container Reuse and
Refurbishment Center (CRRC). CRRC locations/points of contact can be found at https://tarp.navsisa.navy.mil/errc
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or by contacting 215-697-2063.

8. REUSABLE NSN CONTAINERS FOR FOREIGN MILITARY SALES (FMS), JPO, AND OTHER FOREIGN FORCES ACQUISITICON

a. Reusable shipping and storage containers shall be provided as CONTRACTOR-FURNISHED MATERIAL (CFM), unless
otherwise specified.

b. Contractors may tender offers including alternate, non-reusable, packaging methods and be considered
responsive.

9., MATERIAL SAFETY DATA SHEETS

As required by clauses FAR 52.223-3 "Hazardous Material Identification and Material Safety Data" and DFARS
252,223-7001 "“Hazard Warning Labels" the offeror is required to 1ist any hazardous material to be delivered under the
resultant contract by the submission of Material Safety Data Sheets {MSDSs) to the NAVSUP WSS Support Contracting
Officer prior to award. A copy must also be provided to NAVSUP WSS, Code 0772, P.0. Box 2020, 5450 Carlisle Pike,
Mechanicsburg, PA 17055-0788 or via FAX number 717-605-3480,

PART I - THE SCHEDULE
SECTION E
INSPECTION AND ACCEPTANCE

52.246-2 (IBR)
INSPECTION OF SUPPLIES--FIXED-PRICE (AUG 1998)

This clause is incorporated by reference with the same force and effect as if it were given in full text.

{ <> ) Alternate I {JUL 1985) appiies when a fixed—price incentive contract is contemplated

{ <> ) Alternate II (JUL 1985) applies when a fixed-ceiling-price contract with retroactive price redetermination
is contemplated

NAVSUPWSSEAOS
INSPECTION AND ACCEPTANCE OF SUPPLIES (MAY 2010}

<> 1, Inspection of Supplies shall be performed at the contractor location shown on Page One by the Contract
Rdministration Office (CAO) also shown on Page One, unless otherwise specified below:

<X> Manufacturing Site at ¢ > by the Manufacturing Site CAD < >

€ > Subcontractor's Sites at ¢ > by the Subcontractor Site CAO < > ,

< > Packaging Site at < > by the Packaging Site CAD ¢ > .

<X> 2. Final Acceptance of Supplies and Packaging shall be performed at the contractor's Tocation on Page One by
the Contract Administration Office (CAC) also shown on Page One, unless otherwise specified below:

< > Manufacturing Site at ¢ > by the Manufacturing Site CAO £ > .

< > Subcontractor's Site at ¢ > by the Subcontractor Site CAQ < > ). < > Packaging Site at ¢ > by
the Packaging Site CAO < > .

< > Destination,

¢ > 3. Inspection and Acceptance of Supplies will be performed by the consignee at Destination,

PART I -~ THE SCHEDULE
SECTION F
DELIVERIES OR PERFORMANCE

32.211-17

JELIVERY OF EXCESS QUANTITIES (SEP 1988)
NAVSUPWSSFAQ3

TRANSPORTATION ASSISTANCE (APR 2015)

lo obtain transportation assistance for an upcoming shipment, contractors are to follow the appropriate directions
listed below, based on the terms and conditions of the specific contract.
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NAVSUPWSSFAO3 (CONT)
TRANSPORTATION ASSISTANCE (APR 2015)

1. For all contracts administered by a Defense Contract Management Agency (DCMA) office (as shown on Page 1 of the
contract, or in a subsequent modification), contractors are to contact the Transportation Office at that DCMA,.

If the DCMA Transportation Office is unable to provide assistance, contractors may contact NAVSUP WSS Code N9B33.03
at (215) 697-2715,

2, For FOB Destination contracts, consignment address information is available electronically at the DoD Activity
Address Codes (DODAAC) website: https://www,daas.dla.mil/daasing/dodaac,asp?cu=d,

For this type of contract, additional information can be found in the clause NAVSUPWSSLA19 entitled "CONSIGNMENT
INSTRUCTIONS."

52.247-29

F.0.B. DRIGIN (FEB 2006)

52.247-30
F.0.B. ORIGIN, CONTRACTOR'S FACILITY (FEB 2006}

52.247-31
F.0.B. ORIGIN, FREIGHT ALLOWED (FEB 20086)

52.247-58
LOADING, BLOCKING, AND BRACING OF FREIGHT CAR SHIPMENTS (APR 1984)

52.247-58
F.D0.B. ORIGIN--CARLOAD AND TRUCKLOAD SHIPMENTS (APR 1984)

52.247-65
F.0.BE. ORIGIN, PREPAID FREIGHT-SMALL PACKAGE SHIPMENTS (JAN 1881)

PART I - THE SCHEDULE
SECTION G
CONTRACT ADMINISTRATION DATA

8CRN GN/GRNT BGN/END SYMBL SBHD OBJ BCN SA  AAA TT PAA COST-CODE AMOUNT TAC
AA 97 00 XX XX 4930 NC1A 000 85004 0 050120 7R 000000 7PPEO0000OOO $40,188.00 NGSO

252,232-7008
AIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (MAY 2013)
{a) DEFINITIONS, As used 1in this clause-

"Department of Defense Activity Address Code (DoDAAC)" is & six position code that uniquely identifias a unit,
activity, or organization.

"Document type" means the type of payment request or receiving report available for creation in Wide Area Work Filow
(WAWF).

"Local processing office (LPO)" is the office raesponsible for payment certification when payment certification is
done external to the entitlement system.
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252,232-7006 (CONT)
WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (MAY 2013)

(b) ELECTRONIC INVOICING. The WAWF system is the method to electronically process vendor payment requests and
receiving reports, as auvthorized by DFARS 252.232-7003, Electronic Submission of Payment Requests and
ReceivingReports,

(c) WAWF ACCESS. To access WAWF, the Contractor shall-
{1) Have a designated electronic business point of contact in the System for Award Management at
https://www.acquisition.gov; and
{2) Be registered to use WAWF at https://wawf,eb.mil/ following the step-by-step procedures for
self-registration available at this web site.

(d) WAWF TRAINING. The Contractor should follow the training instructions of the WAWF Web-Based Training Course
and use the Practice Training Site before submitting payment requests through WAWF, Both can be accessed by
selecting the "Web Based Training" 1ink on the WAWF home page at https://wawf.eb.mil/

{e) Document submissions may be via web entry, Electronic Data Inte rchange, or File Transfer Protocol.

(f) WAWF PAYMENT INSTRUCTIONS. The Contractor must use the following information when submitting payment
requests and receiving reports in WAWF for this contract/order:
{1) DOCUMENT TYPE. The Contractor shall use the following document type(s).
{Invoice and receiving report (combo)}> (Contracting Officer: Insert applicable document type(s).

NOTE: If a "Combo" document type is identified but not supportable by the Contractor's business systems, and
"Invoice" (stand-alone) and "Receiving Report® {stand-alone) document type may be used instead.)

{2) INSPECTION/ACCEPTARCE LOCATION. The Contractor shall select the following inspection/acceptance
location{s) in WAWF, as sepcified by the contracting officer.
<origin> (Contracting Officer: Insert inspection and acceptance locations or "Not applicable.")

{3 )DOCUMENT ROUTING. The Contractor shall use the information in the Routing Data Table below only to
fi11 in applicable fields in WAWF when creating payment requests and receiving reports in the sytem.

ROUTING DATA TABLE®

FIELD NAME IN WAWF DATA TO BE ENTERED IN WAWF
Pay Official DoDAAC: <HQD339>

Issue By DoDAAC: <{SPRPA1>

Admin DoDAAC: <50512A>
Inspect By DoDAAC: <S0512A>

Ship To Code: {See schedule>
Ship From Code: <g81982>

Mark For Code: <>

Service Approver (DoDAAC): <>

Service Acceptor (DoDAAC): <50512A>
Accept at Other DoDAAC: <>

LPO DoDAAC: <>

DCAA Auditor DoDAAC: <>

Other DoDAAC(s): <>

{*Contracting Officer: Insart applicable DoDAAC information or "See schedule” if multiple ship to/acceptancelocations
apply, or "Not applicable.")}

(4) PAYMENT REQUEST AND SUPPORTING DOCUMENTATION. The Contractor shall ensure a payment request includes
appropriate contract line item and subiline item descriptions of the work performed or supplies delivered, unit
price/cost per unit, fee (if applicable), and all relevant back-up documentation, as defined in DFARS Appendix F,
(e.g. timesheets) in suppert of each payment request.

(5) WAWF EMAIL NOTIFICATIONS. The Contractor shall enter the e-mail address identified below in the "Send
Additional Email Notifications" fieild of WAWF once a document 15 submitted in the system.
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252,232-~-7008 (CONT)
WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (MAY 2013)

¢ > (Contracting Officer: Insert applicable email addresses or "Not applicable.")

{g) WAWF PDINT OF CONTACT.
(1) The Contractor may obatin clarification regarding invoicing in WAWF from the following contracting
activity's WAWF point of contact via email at navsupwawf .wss.fct@navy.mil .
(2) For technical WAWF help, contact the WAWF helpdesk at B66-6518-5988.

PART I - THE SCHEDULE
SECTION H
SPECIAL CONTRACT REQUIREMENTS

252,204-7005
JRAL ATTESTATION OF SECURITY RESPONSIBILITIES (NOV 2001)

PART I1 - CONTRACT CLAUSES
SECTION I
CONTRACT CLAUSES

2¢52.225-7002
AALIFYING COUNTRY SOURCES AS SUBCONTRACTORS (DEC 2012)

32.222-28
SQUAL OPPORTUNITY (MAR 2015)

I[f checked, the alternate below applies:
( <> ) Alternate I (Feb 1989), As prescribed in 22.810(22.810(e), add the following as a preamble to the clause

Votice: The following terms of this clause are waived for this contract
¢ > (Contracting Officer shall Tist terms).

252.225-70186
RESTRICTION ON ACQUISITION OF BALL AND ROLLER BEARINGS (JUN 2011)

(a) Definitions, As used in this clause —
(1) "Bearing components” means the bearing element, retainer, inner race or outer race.
{(2) "Component,” other than a bearing component, means any item supplied to the Government &s part of an end
sroduct or of another componant,
(3) "End product” means supplies delivered under a line item of this contract.

(b) Except as provided in paragraph (c) of this clause —
(1) Each ball and roller bearing delivered under this contract shall be manufactured in the Untied States,
its outlying areas, or Canada; and
{(2) For each ball or roller bearing, the cost of the bearing components manufactured in the Untied States,
its outlying areas, or Canada shall exceed 50 percent of the total cost of the bearing components of that ball or
roller bearing.

(c) The restriction in paragraph (b) of this clause does not apply to ball or roller bearings that are acquired
as —
(1) Commercial components of a noncommercial end product; or
(2) Commercial or noncommercial components of a commercial component or a noncommercial end praduct.

{(d) The restriction in paragraph {(b) of this clause may be waived upon requst from the Contractor in accordance
#ith subsection 225.7009-4 of the Defense Federal Acquisition Regulation Supplement.

(e) If this contract includes DFARS 252.225-7009, Restriction on Acquisition of Certain Articles Containing
Specialty Metals, ail bearings that contain specialty metals, as defined in the clause, must meet the requirements
of that clause.
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282,225-7016 (CONT)
RESTRICTION ON ACQUISITION OF BALL AND ROLLER BEARINGS (JUN 2011)

{f) The Contractor shall insert the substance of this clause, including this paragraph (f), in all subcontracts,
except those for —
{1} Commercial items; or
{2) Items that do not contain ball or roller bearings.

252.225-7021
TRADE AGREEMENTS (OCT 2015)

252.225-7011
RESTRICTION OF ACQUISITION OF SUPERCOMPUTERS (WJUNE 2005)

Supercomputers delivered under this contract shall be manufactured in the United States or its outlying areas.

52.213-4
TERMS AND CONDITIONS--SIMPLIFIED ACQUISITIONS (OTHER THAN COMMERCIAL ITEMS)
(MAR 2018}

(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses that are
incorporated by reference:
(1) The clauses listed below implement provisions of law or Executive order:

{i) 52.222-3, Convict Labor (June 2003) (E.0. 11755).

{i1) 62.222-21, Prohibition of Segregated Facilities (Apr 2015)

{411) 52.222-26, Equal Opportunity (Apr 2015) (E.O0. 11246),

(iv) 52.225-13, Restrictions on Certain Foreign Purchases {Jun 2008)(E.o.s, proclamations, and statutes
administered by the Office of Foreign Assets Control of the Department of the Treasury),

(v) 52,233-3, Protest After Award (Aug 1996) (31 U.S.C. 3553},

(vi) 52.233-4, Applicable Law for Breach of Contract Claim (Oct 2004) (Public Laws, 108-77 and 108-78){18
U.S.C. 3805 note)

{2) Listed below are additional clauses that apply:

(i) 52.232-1, Payments (Apr 1984},

(i1} 52.232-8, Discounts for Prompt Payment (Feb 2002},

(141) 52.232-11, Extras (Apr 1984).

(iv) 52.232-25, Prompt Payment {Jul 2013).

(v) 52.232-39, Unenforceability of Unauthorized Obligatiens (Jun 2013}).

(vi) 52.232-40, Providing Accelerated Payments to Small Business Subcontractors (Dec 2013)

(vii} 52.233-1, Disputes (May 2014).

(viii) 52.244-6, Subcontracts for Commercial Items (Oct 2015).

(ix) 52.253-1, Computer Generated Forms (Jan 1981).

(b) The Contractor shall comply with the following FAR clauses, incorporated by reference, unless the
circumstances do not apply:
{1) The clauses 1isted below implement provisions of Taw or Executive order:

(1) 52.204-10, Reporting Executive Compensation and First-Tier Subcontract Awards (Oct 2015) (Pub. L.
109-282) (31 U.S.C. 6101 note)(Applies to contracts valued at $30,000 or more).

(i1) 52.222-19, Child Labor-Cooperation with Authorities and Remedies (Feb 2016) (E.O0. 13126).(Applies
to contracts for supplies exceeding the micro-purchase threshold.)

(ii1) 52.222~20, Contracts for Materials, Supplies, Articles, and Equipment Exceeding $15,000 {May 2014)
(41 U.S.C. chapter 65) (Applies to supply contracts over $15,000 in the United States, Puerto Rico, or the U.S,
Virgin Islands).

(iv) 52.222-35, Equal Opportunity for Veterans {Oct 2015) (38 U.5.C., 4212) (Applies to contracts of
$150,000 or more),

{v) 52.222-36, Equal Employment for Workers with Disabilities {Jul 2014)(29 U.S.C. 7083)(Applies to
contracts over $15,000, unless the work is to be performed outside the United States by employees recruited outside
the United States.) (For purposes of this clause, United States inctudes the 50 States, the District of Columbia,
Puerto Rico, the Northern Mariana Islands, American Samoa, Guam, the U.S, Virgin Islands, and Wake Island.)

{vi) 52.222-37, Employment Reports on Veterans (Oct 2015) (38 U.S.C. 4212) (Applies to contracts of
$150,000 or more).

{vii) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S5.C. chapter 67) (Applies to service
contracts over $2,500 that are subject to the Service Contract Labor Standards statue and will be performed in the
United States, District of Columbia, Puerto Rico, the Northern Mariana Islands, American Samoa, Guam, the U.S. Virgin
Islands, Johnston Island, Wake Island, or the cuter Continental Shelf.

{vii1) (A) 52.222-50, Combating Trafficking in Persons (Mar 2015)(22 U.S.C. chapter 78 and E.0. 13627)
(Applies to all solicitations and contracts).
{B) Alternate I (Mar 2015) (Applies if the Contracting Officerhas filled in the following information
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52.213-4 (CONT)
TERMS AND CONDITIONS--SIMPLIFIED ACQUISITIONS (OTHER THAN COMMERCIAL ITEMS)
{MAR 2018)

with regard to appliceble directives or notices: Document title{s)}, source for cbtaining document(s), and contract
serformance location outside the United States to which the document applies).

(ix) 52.222-55, Minimum Wages Under Executive Order 13658 {Dec 2015(Executive Order 13658) (Applies when
52,222-8 or 52.222-41 are in the contract and performance in whoie or in part is in the United States the 50 States
and the District of Columbia).

(x) 52.223-5, Poliution Prevention and Right—to-Know Information (May 2011)(E.0. 13423)(Applies to services
serformed on Federal facilities).

{x1) 52.223-15, Energy Efficiency in Energy-Consuming Products (Dec 2007) (42 U.S.C. 8258b) (Unless
axempt pursuvent to 23,204, applies to contracts when energy-consuming products Tisted in the ENERGY STAR Program or
Federal Energy Management Program (FEMP) will be-

(A) Delivered;

(B) Acquired by the Contractor for use in performing services at a Federally-controlied facility;

(C) Furnished by the Contractor for use by the Government; or

(D) Specified in tha dasign of a building or work, or incorporated during its construction,
renovation, or maintenance.)

(x11)52.225-1, Buy American-Supplies (May 2014) (41 U.S.C. chapter B83) (Applies to contracts for supplies,
and to contracts for services involving the furnishing of supplies, for use in the United States or its outlying
areas, 1f the value of the supply contract or supply portion of a service contract exceeds the micro-purchase
threshold and the acquisition--

(A) Is set aside for small business concerns; or
{B) Cannot be set aside for small business concerns (see 10,502-2), and does not exceed $25,000.)
{xii1) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (May 2014) (42 U.S.C. 1782)
{Applies to contracts greater than $25,000 that provide for the provision, the service, or the sale of food in the
Jnited States.)

{xiv) 52.232-33, Payment by Electronic Funds Transfer-System for Award Management (Jul 2013). {(Applies
shen the payment will be made by electronic funds transfer (EFT) and the payment office uses the System for Award
Wanagement (SAM) database as its source of EFT informatioen.)

{xv)} 52.232-34, Payment by Electronic Funds Transfer-Other than System for Award Management (Jul 2013),
(Applies when the payment will be made by EFT and the payment office does not use the SAM database as its source of
ZFT information.)

{xvi) 52.247-64 Preference for Privately Owned U.S5.-Flag Commercial Vessels (Feb 2006) (46 U.S5.C. App.
1241). (Applies to suppiies transported by ocean vessals (except for the types of subcontracts listed at 47.504(d).)

(2) Listed below are additional clauses that may appiy:
(1) 52.209-6, Protecting the Government's Interest When Subcontracting with Contractors Debarred,
Suspended, or Proposed for Debarment (Oct 2015) (Applies to contracts over $35,000).
(11) 52.211-17, Delivery of Excess Quantities {Sep 1988) (Applies te fixed-price supplies).
(114) 247-29, F.o.b, Origin (Feb 2006) (Applies to supplies if delivery is f.o.b. origin}.
(iv) 52.247-34, F.o.b, Destination (Nov 1891) (Applies to supplies if delivery is f.o.b. destination).

(c) FAR 52.252-2, Clauses Incorporated by Reference {Feb 19988}. This contract incorporates one or more clauses by
reference, with the same force andd effect as if they were given in full text. Upon request, the Contracting Officer
4111 make their full text available. Also, the full text of a clause may be accessed electronically at this/these
address(es):

FAR Clausas {GSA website): http://www.acquisition.gov/far/index.html
OFARS Clauses (DPAP website): http://www.acq.osd.mil/dpap/dars/dfarspgi/current/index.html
FAR & DFARS {(Hi11 AFB website): http://farsite.hill.af.mil

(d) Inspection/Acceptance. The Contracteor shall tender for acceptance only those items that conform to the
requirements of this contract. The Gevernment reserves the right to inspect or test any supplies or services that
have been tendered for acceptance., The Government may require repair or replacement of nonconforming supplies or
reparformance of nonconforming services at no increase in contract price. The Government must exercise its
postacceptancae rights —

{1) Within a reasonable period of time after the defect was discovered or should have been discovered; and
{2) Before any substantial change occurs in the condition of the item, wunless the change is due to the
defect in the item,

{e} Excusable delays, The Contractor shall be 1iable for default unless nonperformance is caused by an
occurrence beyond the reasonable control of the Contractor and without its fault or negligence, such as acts of God
or the public enemy, acts of the Government in either its sovereign or contractual capacity, fires, floods,
eptdemics, quarantine restrictions, strikes, unusually severe weather, and delays of common carriers. The Contractor
shall notify the Contracting Officer in writing as soon as it is reasonably possible after the commencement of any
excusable delay, setting forth the full particulars in connection therewith, shall remedy such occurrence with all
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52.213-4 (CONT)
TERMS AND CONDITIONS--SIMPLIFIED ACQUISITIONS (OTHER THAN COMMERCIAL ITEMS)
(MAR 2018)

reasonable dispatch, and shall promptly give written notice to the Contracting Officer of the cessation of such
occurrence.

{f) Termination for the Government's convenience. The Government reserves the right to terminate this contract,
or any part hereof, for its sole convince. In the event of such termipation, the Contractor shall immediately stop
all work hereunder and shail immediately cause any and all of its suppliiers and subcontractors to cease work. Subject
to the terms of this contract, the Contractor shall be paid a percentage of the contract price reflecting the
percentage of the work performed prior to the notice of termination, plus reasonable charges that the Contractor can
demonstrate to the satisfaction of the Government, using its standard record keeping system, have resulted from the
termination. The Contractor shall not be required to comply with the cost accounting standards or contract cost
principles for this purpose. This paragraph does not give the Government any right to audit the Contractor's
records. The Contractor shall not be paid for any work performed or costs incurred that reasonably could have been
avoided.

(g) Termination for cause. The Government may terminate this contract, or any part hereof, for cause in the event
of any default by the Contractor, or if the Contractor fails to comply with any contract terms and conditions, or
fails to provide the Government, upon raquest, with adequate assurance of future performance. In the event of
termination for cause, the Government shall not be 1iable to the Contractor for any amount for supplies or services
not accepted, and the Contractor shall be 1iable to the Goversment for any and all rights and remedies provided by
law. If it is determined that the Government improperly terminated this contract for default, such termination shall
be deemed & termination for convenience.

{h) Warranty. The Contractor warrants and implies that the items delivered hereunder are merchantable and fit
for use for the particular purpose described in this contract

252.225-7036
BUY AMERICAN --FREE TRADE AGREEMENTS-BALANCE OF PAYMENTS PROGRAM (NOV 2014)

The basic clause at 252.225-7036 applies when the estimated value equals or exceeds $7%,507.
The clause with its Alternate I (JUN 2012) applies when the estimated vaiue equals or exceeds $25,000 but is less
than $79,507.

252.232-7003
ELECTRONIC SUBMISSION OF PAYMENT REQUESTS AND RECEIVING REPQRTS (JUN 2012)

52.222-35
EQUAL OPPORTUNITY FOR VETERANS (OCT 2015)

{a) Definitions. As used in this clause——
*Active duty wartime or campaign badge veteran," "Armed Forces service medal veteran," "disabled veteran," "protected
veteran,”™ "qualified disabled veteran,' and "recently separated veteran” have the meanings given at FAR 22.1301.

{(b) Equal opportunity clause. The Contractor shall abide by the requirements of the equal opportunity clause at
41 CFR 60-300.5(a), as of March 24, 2014, This clause prohibits discrimination against qualified protected veterans,
and requires affirmative action by the Contractor to employ and advance in employment quaiified protected veterans,

(c) Subcontracts. The Contractor shall insert the terms of this clause in subcontracts of $150,000 or more unless
exempted by rules, regulations, or orders of the Secretary of Labor. The Contractor shail act as specified by the
Director, Office of Federal Contract Compliance Programs, to enforce the terms, including action for noncompliance.
Such necessary changes in language may be made as shall be appropriate of identify properly the parties and their
undertakings,

< > ) Alternats I (Jul 2014) As prescribed in 22.1310(a)(2), add the following as a preamble to the clause:

Notice: The following term{s) of this clause are waived for this contract:List term(s}.
<>
<>
<>

252.232-7010
LEVIES ON CONTRACT PAYMENTS (DEC 2008}
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52,219-28
POST-AWARD SMALL BUSINESS PROGRAM REREPRESENTATION (JUL 2013)

(a) Definitions. As used in this clause-
"Leng-term contract" means a contract of more than five years in duration, inc¢luding options. However, the term does
not include contracts that exceed five years in duration because the period of performance has been extended for a
cumulative period not to exceed six months under the clause at 52.217-8, Option to Extend Services, or other
appropriate auvthority.

"Small business concern" means a concern, including its affiliates, that is in dependently owned and operated, not
dominant in the field of operation in whic h it is bidding on Government contracts, and qualified as a small business
und er the criteria in 13 CFR part 121 and the size standard in paragraph (c) of t his clavse. Such a concern is
"not dominant in its field of operation" when it does not exercise a controlTing or major influence on a national
basis in 8 kind of business activity in which a number of business concerns are primarily engaged. In determining
whether dominance exists, consideration shall be given to all appropriate factors, including volume of business,
number of employees, financial resources, competitive status or position, ownership or control of materials,
processes, patents, license agreements, facilities, sales territory, and nature of business activity.

(b) If the Contractor represented that is was a small business conceérn prior to award of this contract, the
Contractor shall rerepresent its size status according to paragraph (e) of this clause or, if applicable, paragraph
(g) of this clause, upon the occurrence of any of the following:

(1) Within 30 days after execution of a novation agreement or within 30 days after modification of the
contract to include this clause, if the novation agreement was executed prior to inclusion of this clause in the
contract.

(2) Within 30 days after a merger or acquisition that does not require a novation or within 30 days after
modification of the contract to include this clause, if the merger or acquisition occurred prior to inclusion of this
clause in the contract.

(3) For long-term contracts-

(1) Within 60 to 120 days prior to the end of the fifth year of the contract; and
(i1) Within 60 to 120 days prior to the date specified in the contract for exercising any option
thereafter.

{c) The Contractor shall rerepresent its size status in accordance with the size standard in effact at the time
of this rerepresentation that corresponds to the North American Industry Classification System (NAICS) code assigned
to this contract. The small business size standard correpsonding to this NAICS code can be found at:
http://www.sba.gov/content/table-small-business—-size-standards,

{d) The small business size standard for a Contractor providing a product which it does not manufacture itself,
for a contract other than a construction or service contract, is 500 employees

(e) Except as provided in paragraph (g) of this clause, the Contractor shall make the representation required by
paragraph (b) of this clause by validating or updating all its representations in the Representations and
Certifications section of the System for Award Management (SAM) and its other data in SAM, as necessary,to ensure
that they reflect the Contractor's current status. The Contractor shall notify the contracting office in writing
within the timeframe specified in paragraph {b) of this clause, that the data have been validated or updated, and
provide the date of the vailidation or update.

(f) If the Contractor represented that it was other than a small business concern prior to award of this
contract, the Contractor may, but is not required to, take the actions required by paragraphs (e) or (g} of this
clause.

(g) If the Contractor does not have representations and certifications in SAM, or does not have a representation
in SAM for the NAICS code applicable te this contract, the Contractor is required to completa the following
rergpresentation and submit it to the contracting office, along with the contract number and the date on which the
reraepresentation was completed:

The Contractor represents that it ( ) is, ( ) is not a small business concern under NAICS Code
assigned to contract number .{Contractor to sign and date and insert aut horized
signer's name and title

252.203-7000
REQUIREMENTS RELATING TO COMPENSATION OF FORMER DOD OFFICIALS (SEP 2011)
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252.203-7000 (CONT)
REQUIREMENTS RELATING TO COMPENSATION OF FORMER DOD OFFICIALS (SEP 2011)

(a) Definition. "Covered DoD official," as used in this clause, means an individual that-
(1) Leaves or left DoD service on or after January 28, 2008; and
(2)(1) Participated personally and substantially in an acquisition as defined in 41 U.5.C. 131 with a value
in excess of $10 millien, and serves or served-
(A} In an Executive Schedule position under subchapter II of chapter 53 of Title 5, United States
Code;
(B} In a position in the Senior Executive Service under subchapter VIII of chapter 53 of Title 5,
United States Code; or
{(C) In a general or flag officer position compensated at a rate of pay for grade 0-7 or above under
section 201 of Title 37, United States Code; or
(i1} Serves or served in DoD in one of the following positions: program manager, deputy program managar,
procuring contracting officer, administrative contracting officer, source selection authority, member of the source
selection evaluation board, or chief of a financial or technical evaluation team for a contract in an amount in
excess of $10 miilien.

{b) The Contractor shall not knowingly provide compensation to a covered DoD official within 2 years after the
official leaves DoD service, without first determining that the official has sought and received, or has not received
after 30 days of seeking, a written opinion from the appropriate DoD ethics counselor regarding the applicability of
post-employment restrictions to the activities that the official is expected to undertake on behalf of the
Contractor.

{c)} Failure by the Contractor to comply with paragraph (b} of this clause may subject the Contractor to
rescission of this contract, suspension, or debarment in accordance with 41 U.5.C. 2105({c).

252.225-7048
EXPORT CONTROLLED ITEMS (JUNE 2013)

§2.233-4
APPLICABLE LAW FOR BREACH OF CONTRACT CLAIM (OCT 2004)

52.204-10
REPORTING EXECUTIVE COMPENSATION AND FIRST-TIER SUBCONTRACT AWARDS (OCT 2015)

{a) Definitions, As used in this clause:
"Executive” means officers, managing partners, or any other employees in management positions,

"First-tier subcontract” means a subcontract awarded directly by the Contractor for the purpose of acquiring supplies
or services (including construction) for performance of a prime contract. It does not include the Contractor's
supplier agreements with vendors, such as long-term arrangements for materials or supplies that benefit muitiple
contracts and/or the costs of which are normally applied to a Contractor's general and administrative expenses or
indirect costS.

"Months of award” means the month in which a contract is signed by the Contracting Officer or the month in which a
first-tier subcontract is signed by the Contractor.

"Total compensation" means the cash and noncash dollar value earned by the executive during the Contractor's
preceding fiscal year and includes the following (for more information see 17 CFR 229.402(c)(2)):

(1) Salary and bonus.

(2) Awards of stock, stock options, and stock appreciation rights. Use the dollar amount recognized for
financial statement reporting purposes with respect to the fiscal year in asccordance with the Financial Accounting
Standards Board's Accounting Standards Codification (FASB ASC) 718, Compensation-Stock Compensation.

(3) Earnings for services under non-equity incentive plans. This does not include group 1ife, health,
hospitalization or medical reimbursement plans that do not discriminate in favor of executives, and are available
generally to all salaried employees.

(4) Change in pension value. This is the change in present value of defined benefit and actuarial pension plans.

(5) Above-market earnings on deferred compensation which is not tax-qualified.

(6) Other compensation, if the aggregate valus of all such other compensation (e.g., severance, termination
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REPORTING EXECUTIVE COMPENSATION AND FIRST-TIER SUBCONTRACT AWARDS (OCT 2015)

payments, value of 1ife insurance paid on behalf of the employee, perquisites or property) for the executive exceeds
$10,000.

(b) Section 2(d){2) of the Federal Funding Accountability and Transparency Act of 2006 (Pub., L., 109-2B2), as
amended by section 6202 of the Government Funding Transparency Act of 2008 (Pub, L. 110-252), requires the Contractor
to report information on subcontract awards. The law requires all reported information be made public, therefore,
the Contractor is responsible for notifying its subcontractors that the required information will be made public.

(c) Nothing in this clause requires the disclosure of classified information.

{d){1) Executive compensation of the prime contractor, As a part of its annual registration requirement in the
System for Award Management (SAM} database (FAR provision 52.204-7}, the Contractor shall report the names and total
compensation of each of the five most highly compensated executives for its preceding compiated fiscal year, if-

{1} In the Contractor's preceding fiscal year, the Contractor received
(A) 80 percent or more of its annual gross revenues from Federal contracts {and subcontracts}), leoans,
grants {and subgrants), cooperative agreements, and other forms of Federal financial assistance; and
{B) $25,000,00¢ or more in annual gross revenues from Federal contracts {and subcontracts), loans,
jrants (and subgrants), cooperative agreements, and other forms of Federal financial assistance; and
(ii) The public does not have access to information about the compensation of the executives through
seriodic reports filed under section t3(a) or 15(d) of the Securities Exchange Act of 1934 (15 U.S.C. 78m(a}, 78a(d)
or section 6104 of the Internal Revenue Code of 1086. (To determine if the public has access to the compensation
information, see the U.5. Security and Exchange Commission total compensation filings at
Attp://www,.sec.gov/answers/execomp.htm. )

{(2) First-tier subcontracts information. Unless otherwise directed by the contracting officer, or as
srovided in paragraph (h) of this clause, by the end of the month following the month of award of a first-tier
subcontract with a value of $30,000 or more, the Contractor shall report the following information at
1ttp://www.fsrs.gov for that first tier subcontract. (The Contractor shall follow the instructions at
1tpp://www.fsrs.gov to report the data.)

(1) Unique identifier (DUNS Number) for the subcontractor receiving the award and for the
subcontractor's parent company, if the subcontractor has a parent company.

(i1) Name of the subcontractor.

(i1i) Amount of the subcontract award.

{iv) Date of the subcontract award.

{v) A description of the products or services (including construction) beinp provided under the
subcontract, including the overall purpose and expected outcomes or results of the subcontract.

{vi) Subcontract number (the subcontract number assigned by the Contractor).

{vii) Subcontractor's physical address including street address, city, state, and country. Also include
the nine-digit zip tode and congressional district.

{viii) Subcontractor's primary performance location including street address, city state, and country.
\lso include the nine-digit zip code and congressional district.

{ix) The prime contract number, and order pumber if applicable,

{(x) Awarding agency nasme and code,

{(x1) Funding agency name and code.

(x1i) Government contracting office code,

{xiii1) Treasury account symbol (TAS) as reported im FPDS.

{xiv) The applicable North American Industry Classification System code (NAICS),

{3) Executive compensation of the first-tier subcontractor. Unless otherwise directed by the Contracting
Mficer, by the end of the month foliowing the month of award of a first-tier subcontract with a value of $30,000 or
nore, and annually thereafter (calculated from the prime contract award date), the Contractor shall repert the names
ind total compensation of each of the five most highly compensated executives for that first-tier subcontractor for
the first-tier subcontractor's preceding completed fiscal year at http://www.fsrs.gov , if-

(1) In the subcontractor's preceding fiscal year, the subcontractor received-
(A) 80 percent of more of 1ts annual gross revenues from Federal contracts (and subcontracts), loans,
jrants (and subgrants}), cooperative agreements, and other forms of Federal financial assistance; and
(B) $25,000,000 or more in annual gross revenuss from Federal contracts (and subcontracts), loans,
jrants (and subgrants}, cooperative agreements and other forms of Federal financial assistance; and
(11) The public does not have access to information about the compensation of the executives through
»ariodic reports filed under section 13{a) or 15(d) of the Securities Exchange Act of 1934 (15 U.S.C. 78m{a), 780(d}
r section 6104 of the Internal Revenue Code of 1886. (To determine if the public has access to the compensation
information, see the U.S. Security and Exchange Commission total compensation filings at
1ttp://www.sec,gov/answars/execomp.htm, }

{e) The Contractor shall not split or break down first-tier subcontract awards to a value less than $30,000 to
woid the reporting requirements in paragraph {(d) of this clause.
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EPORTING EXECUTIVE COMPENSATION AMD FIRST-TIER SUBCONTRACT AWARDS (OCT 2015)

(f) The Contractor is required to report information on a first-tier subcontract covered by paragraph (d) when
:he subcontract is awarded. Continued reporting on the same subcontract is not required unless one of the reported
lata elements changes during the performance of the subcontract. The Contractor is not required to make further
eports after the first-tier subcontract expires.

(g){1) If the Contractor in the previous tax year had gross income, from all sources, under $300,000, the
‘ontractor is exempt from the requirement to report subcontractor awards.
{2) If a subcontractor in the previous tax year had gross income from all sources under $300,000, the
:ontractor does not need to report awards for the subcontractor.

(h) The FSRS database at http://www.fsrs.gov will be prepopulated with some information from SAM and FPDS
iatabases. If FPDS information is incorrect, the contractor shall notify the contracting officer. If the SAM
jatabase information is incorrect, the contractor is responsible for correcting this information.

32.222-36
IQUAL OPPORTUITY FOR WORKERS WITH DISABILITIES (JUL 2014)

[f checked, the alternate below applies:
{ <> ) Alternate I (JUL 2014). As prescribed in 22.1408(b), add the following as a preamble to the clause:

lotice: The following term{s) of this clause are waived for this centract:
> (List term(s}).

JAVSUPWSSIA1S
SONFIGURATION MANAGEMENT FOR SIMPLIFIED ACQUISITION (DEC 2004)

(a) The Contractor shall not make any configuration changes, engineering changes or part number changes to the
rontract/purchase order items, including, but not limited to, the item's hardware, software or firmware, unless
wpproved by the Procurement Contracting Officer (PCO}. In eddition, approval by the appropriate technical authority
nay also be required, Guidance on how to submit a proposed engineering or part number change may be obtained from
:he PCO.

{b) The Contractor shall not manufacture any item for acceptance by the Government that incorporates a known
feparture from technical or contractual requirements unless a request for a deviation has been approved. Authorized
jeviations are a temporary departure from the requirements only and do not authorize a change to the item's
sonfiguration baseline. Any deviation, major or minor, must be approved by the PCO prior to acceptance.

152.204-7012
SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT
EPORTING (DEC 2015)

(a) Definitions. As used in this clause-

‘Adequate security" means protective measures that are commensurate with the consequences and probability of loss,
nisuse, or unautherized access to, or modification of information,

'Compromise” means disclosure of information to unauthorized persons, or a violation of the security policy of a
iystem, in which unauthorized intentional or unintentional disclosure, modification, destruction, or loss of an
)bject, or the copying of information to unauthorized media may have occurred.

'Contractor attributional/proprietary information™ means information that identifies the contractor(s), whether
firectly or indirectly, by the grouping of information that can be traced back to the contractor{s) {e.g., program
jescription, facility locations), personally identifiable information, as well as trade secrets, commercial or
*inancial information, or other commercially sensitive information that is not customarily shared outside of the
sompany.

‘Contractor information system" means an information system belonging to, or operated by or for, the Contractor.
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SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT
REPORTING (DEC 2015)

"Controlled technical information” means technical information with military or space appiication that is subject to
controls on the access, use, reproduction, modification, performance, display, release, disclosure, or dissemination.
Controlled technical information would meet the criteria, if disseminated, for distribution statements B through F
using the criteria set forth in DoD Instruction 5230.24, Distribution Statements on Technical Documents. The term
does not include information that is lawfully publicly available without restrictions,

"Covered contractor information system" means an information system that is owned, or operated by or for, a
contractor and that processes, stores, or transmits covered defense information.

"Covered defense information” means unclassified information that-

{i) Is-
{A) Provided to the contractor by or on behalf of DoD in connection with the performance of the
contract; or
{B) Collected, developed, received, transmitted, used, or stored by or on behalf of the contractor
in support of the performance of the contract; and

(ii) Falls in any of the following categories:

(A) Controlled technical information,

(B} Critical information (operations security). Specific facts identified through the Operations
Security process about friendly intentions, capabilities, and activities vitally needed by adversaries for them to
plan and act effectively so as to guarantee failure or unacceptable consequences for friendly mission accomplishment
(part of Operations Security process).

(C) Expart control, Unclassified information concerning certain items, commedities, technoiogy,
software, or other information whose export could reasonably be expected to adversely affect the United States
national security and nonproliferation objectives, To include duel use items; <tems identified in export
administration regulations, international traffic in arms reguletions and munitions Vist; license applications; and
sensitive nuclear technology information.

(D) Any other information, marked or otherwise identified in the contract, that requires
safeguarding or dissemination controls pursuant to and consistent with law, regulations, and Governmentwide policies
(e.g., privacy, proprietary business information).

"Cyber incident"” means actions taken through the use of computer networks that result in an actual or potentially
adverse effect on an information system and/or the information residing therein.

"Forensic analysis" means the practice of gathering, retaining, and analyzing computer-related data for investigative
surposes in a manner that maintains the integrity of the data.

"Malicious software" means computer software or firmware intended to perform an unauthorized process that will have
adverse impact on the confidentiality, integrity, or availability of an information system. This definition includes
1 virus, worm, Trojan horse, or other code-based entity that infects a host, as well as spyware and some forms of
adware.

"Media" means physical devices or writing surfaces including, but is not 1imited to, magnetic tapes, optical disks,
nagnetic disks, large-scale integration memory chips, and printouts onto which information is recorded, stored, or
arinted within an information system.

"Operationally critical support" means suppiies or services designated by the Government as critical for airiift,
sealift, intermodal transportation services, or logistical support that is essential to the mobilization, deployment,
or sustainment of the Armed Forces in a contingency operation.

*Rapid(1y) report(ing)" means within 72 hours of discovery of any cyber incident.

*Technical information" means technical data or computer software, as those terms are defined in the clause at DFARS
252,227-7013, Rights in Technical Data-Non Commercial Items, regardless of whether or not the clause is incorporated
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LEPORTING (DEC 2015)

in this solicitatien or contract, Examples of technical information include research and engineering data,
ingineering drawings, and associated lists, specifications, standards, process sheets, manuals, tachnical reports,
:echnical orders, catalog-item identifications, data sets, studies and analyses and related information, and computer
ioftware executable code and source code.

(b) Adequate security. The Contractor shall provide adequate security for all covered defense information on
111 covered contractor information systems that support the performance of work under this contract. To provide
idequate security, the Contractor shall-
(1) Implement information systems security protections on all covered contracter information systems
including, at a minimum-
{i) For covered contractor information systems that are part of an Information Technology (IT) service

»wr system operated on behalf of the Government-

{A) Cloud computing services shall be subject to the security requirements specified in the clause
'52,239-7010, Cloud Computing Services, of this contract; and

{B} Any other such IT service or system {i.e., other than cloud computing) shall be subject to the
;ecurity requirements specified elsewhere in this contract; or

(1) For covered contractor information systems that are not part of an IT service or system operated

n behalf of the Government and therefore are not subject to the security requirement specified at paragraph
0)(1)(1) of this clause-

(A) The security requirements in National Institute of Standards and Technology (NIST) Special
Jublication (SP) 800-17i, "Protecting Controlled Unclassified Information in Nonfederal Informatien Systems and
Yrganizations,"(see http://dx.doi.org/10.6028/NIST.SP.800-171) that is in effect at the time the solicitation is
issued or as authorized by the Contracting Officer, 85 socon as practical, but not later than December 31, 2017, The
tontractor shall notify the DeD CID, via email at osd.dibcsia@mail.mil, within 30 days of contract award, of any
security requirements specified by NIST SP B800-171 not implemented at the time of contract award; or

(B} Alternative but equally effective security measures used to compensate for the inability to
satisfy a particular requirement and achieve equivalent protection approved in writing by an authorized
representative of the DoD CIO; and

{2) Apply other information systems security messures when the Contractor reasonably determines that
information systems security measures, in addition to those identified in paragraph (b)(1) of this clause, may be
required to provide adequate security in & dynamic environment based on an assessed risk or vulnerability.

{c} Cyber incident reporting requirement.

{1) When the Contractor discovers a cyber incident that affects a covered contractor information system or
the covered defense information residing therein, or that affects the contractor's ability to perform the
requirements of the contract that are designated as operationally critical support, the Contractor shall-

(i) Conduct a review for evidence of compromise of covered defense information, including, but not
limited to, identifying compromised computers, servers, specific data, and user accounts. This review shall aiso
include analyzing covered contractor information system(s) that were part of the cyber incident, as well as other
information systems on the Contractor's network(s), that may have been accessed as a result of the incident in order
to identify compromised covered defense information, or that affect the Contractor's ability to provide operationally
critical support; and

{ii) Rapidly report cyber incidents to DoD at http://dibnet.dod.mil.

(2) Cyber incident report. The cyber incident report shall be treated as information created by or for DeD
and shall include, at a minimum, the required elements at http://dibnet.dod.mil.

{3} Medium assurance certificate requirement. In order to report cyber incidents in accordance with this
clause, the Contractor or subcontractor shall have or acquire a DoD-approved medium assurance certificate to report
cyber incidents. For information on obtaining a DoD-approved medium assurance certificate, see
http://iase.disa.mil/pki/eca/Pages/index.aspx.

(d) Malicious software. The Contractor or subcontractors that discover and isoiate malicious software in
connection with a reported cyber incident shall submit the malicious software in accordance with instructions
provided by the Contracting Officer.
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SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT
REPORTING (DEC 201S)

(e) Media preservation and protection. When a Contractor discovers a cyber incident has occurred, the
Contractor shall preserve and protect images of all known affected information systems fidentified in paragraph
{(c)(1)(1) of this clause and all relevant monitoring/packet capture data for at Teast B0 days from the submission of
the cyber incident report to allow DoD to request the media or decline interest.

(f) Access to additional information or equipment necessary for forensic analysis. Upon request by DoD, the
Contractor shall provide DoD with access to additional information or equipment that is necessary to conduct a
forensic analysis.

{9) Cyber incident demage assessment activities. If DoD elects to conduct a damage assessment, the Contracting
Officer will request that the Contractor provide all of the damage assessment information gathered in accordance with
paragraph (e) of this clause.

(h) DoD safeguarding and use of contractor attributional/proprietary information. The Government shall protect
against the unauthorized use or release of information obtained from the contractor {or derived from information
obtained from the contractor) under this clause that includes contractor attributional/proprietary information,
inciuding such information submitted in accordance with paragraph (c). To the maximum extent practicable, the
Contractor shall identify and mark attributional/proprietary information. In making an authorized release of such
information, the Government will implement sppropriate procedures to minimize the contractor
attributional/proprietary information that is inciuded in such authorized release, seeking to include only that
information that is necessary for the authorized purpose(s) for which the information is being released.

(i} Use and release of contractor attributional/proprietary information not created by or for DoD.
Information that is obtained from the contractor (or derived from information obtained from the contractor) under
this clause that is not created by or for DoD is authorized to be released outside of DoD-

(1) To entities with missions that may be affected by such information;

(2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber
incidents;

{(3) To Government entities that conduct counterintelligence or law enforcement investigations;

(4) For national security purposes, including cybar situational awareness and defense purposes (including
with Defense Industrial Base (DIB) participants in the program at 32 CFR part 236); or

(58) To a support services contractor ("recipient") that is directly supporting Government activities under
a contract that includes the clause at 252.204-7009, Limitations on the Use or Disclosure of Third-Party Contractor
Reported Cyber Incident Information,

(j) Use and release of contractor attributionai/proprietary information created by or for DoD, Information
that is obtained from the contractor {(or derived from information obtained from the contractor) under this clause
that is created by or for DoD (including the information submitted pursvent to paragraph (c) of this clause) is
authorized to be used and released outside of DoD for purposes and activities authorized by paragraph (1) of this
clause, and for any other lawful Government purpose or activity, subject to all applicable statutory, regulatory, and
policy based restrictions on the Government's use and release of such information.

(k) The Contractor shall conduct activities under this clause in accordance with applicable laws and
regulations on the interception, monitoring, access, use, and disclesura of electronic communications and data.

(1) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by
this clause in no way abrogates the Contractor's respensibility for other safeguarding or cyber incident reporting
pertaining to its unclassified information systems as required by other appiicable clauses of this contract, or as a
resuit of other applicable U.S. Government statutory or regulatory requirements.

(m) Subcontracts. The Contractor shall-

(1) Include this clause, including this paragraph (m) in subcontracts, or similar contractual instruments,
for operationailly critical suppert, or for which subcontract performance will involve a covered contractor
information system, including subcontracts for commercial items, without alteration, except to identify the parties;
and

(2) When this clause is included in a subcontract, require subcontractors to rapidiy report cyber
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SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT
REPORTING (DEC 2015)

incidents directly to DoD at http://dibnet.dod.mil and the prime Contractor. This includes providing the incident
report number, automatically assigned by DoD, to the prime Contractor (or next higher-tier subcontractor) as soon as
sracticable.

252.204-7015
JISCLOSURE OF INFORMATION TO LITIGATION SUPPORT CONTRACTORS (FEB 2014)

{a) Definitions. As used in this clause:

*Litigation support" means administrative, technical, or professional services provided in support of the Government
during or in anticipation of 1itigation.

"Litigation support contractor® means a contractor {including an expert or technical consultant) providing litigation
support under a contract with the Department of Defense that contains this clause.

*Sansitive information” means confidential information of a commercial, financial, proprietary, or privileged nature.
The term includes technical data and computer software, but does not include information that is lawfully, publicly
available without restriction.

(b) Authorized disclosure. Motwithstanding any other provision of this solicitation or contract, the Government
nay disclose to a litigation support contrater, for the sole purpose of Titigation support activities, any
information, including sensitive information, received--

{1) Within or in connection with a quotation or offer; or
{2) In the performance of or in connection with a contract.

{c) Flowdown, Include the substance of this clause, including this paragraph {(c¢), in a1l subcontracts, including
subcontracts for commercial items.

52.222-20
CONTRACTOS FOR MATERIALS, SUPPLIES, ARTICLES, AND EQUIPMENT EXCEEDING $15,000 (
MAY 2014)

252.203-75899
PROHIBITION ON CONTRACTING WITH ENTITIES THAT
REQUIRE CERTAIN INTERNAL CONFIDENTIALITY AGREEMENTS. (DEVIATION 2015-00010)

{8} The Contractor shall not require employees orsubcontractors seeking to report fraud, waste, or abuse to signor
comply with internal confidentiality agresments or statementsprohibiting or otherwise restricting such employees or
contactors from lawfully reporting such waste, fraud, or abuseto a designated investigative or law enforcement
representativeof a Federal department or agency authorized to receive suchinformatien.

(b} The Contractor shall notify employees that theprohibitions and restrictions of any internal
confidantialityagreements covered by this clause are no Jonger in effect.

{c) The prohibition in paragraph (a) of this clause does notcontravene requirements appiicable to Standard Form 312,
Form4414, or any other form issued by a Federal department or agencygoverning the nondisclosure of classified
information.

(d){1) In accordance with section 743 of Division E, TitTeVIII, of the Consclidated and Further Continuing Resolution
Appropriations Act, 2015, (Pub. L. 113-235), use of funds appropriated (or otherwise made available) under thator any
other Act may be prohibited, if the Government determines thatthe Contractor is not in compliance with the provisions
of thisclause.

(2) The Government may seek any available remedies in theevent the Contractor fails to perferm in accordance with
theterms and conditions of the contract as a result of Governmentaction under this clause.

52.211-5
MATERIAL REQUIREMENTS (AUG 2000)

252.203-7997
PROHIBITION ON CONTRACTING WITH ENTITIES THAT REQUIRE CERTAIN INTERNAL
CONFIDENTIALITY AGREEMENTS (DEVIATION 2016-00003)(OCT 2015)

{a) The Contractor shall not require employees or subcontractors seeking to report fraud, waste, or abuse to
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sign or comply with internal confidentiality agreements or statements prohibiting or otherwise restricting such
employees or contactors from lawfully reporting such waste, fraud, or abuse to a designated investigative or law
enforcement representative of a Federal department or agency suthorized to receive such information,

(b) The Contractor shall notify employees that the prohibitions and restrictions of any internal
confidentiality agreements covered by this clause are no Tonger in effect.

(c) The prohibition in paragraph (a) of this cTause does not contravene requirements applicable to Standard
Form 312, Form 4414, or any other form issuad by a Fedaeral department or agency governing the nondisclosure of
classified information.

(d) (1) Use of funds appropriatad (or otherwise made available) by the Continuing Appropriations Act, 2016
{(Pub, L. 114-53} or any other FY 2016 appropriations act that extends to FY 2016 funds the same prohibitions as
contained in sections 743 of division E, title VII, of the Consolidated and Further Continuing Appropriations Act,
2015 {Pub. L. 113-235) may be prohibited, if the Government determines that the Contractor is not in compliance with
the provisions of this clause.

{2) The Government may seek any available remedies in the event the Contractor fails te perform in
accordance with the terms and conditions of the contract as a result of Government action under this clause.

252.203-7002
REQUIREMENT TO INFORM EMPLOYEES OF WHISTLEBLOWER RIGHTS (JAN 2009)

252.204-7003
CONTROL OF GOVERNMENT PERSONNEL WORK PRODUCT (APR 1992)

52.222-37
EMPLOYMENT REPORTS ON VETERANS (OCT 2015)

52,225-13
RESTRICTIONS ON CERTAIN FOREIGN PURCHASES (JUNE 2008}

2¢52.246-7000
VMATERIAL INSPECTION AND RECEIVING REPORT (MAR 2008)

52.232-25
PROMPT PAYMENT (JUL 2013)

52,223-18
ENCOURAGING CONTRACTOR POLICIES TO BAN TEXT MESSAGING WHILE DRIVING (AUG 2011)

52.211-15
DEFENSE PRIORITY AND ALLOCATION REQUIREMENTS (APRIL 2008}

52.204-13
SYSTEM FOR AWARD MANAGEMENT MAINTENANCE (JUL 2013)

52.244-6
SUBCONTRACTS FOR COMMERCIAL ITEMS (DEC 2015)

52.209-8
PROTECTING THE GOVERNMENT 'S INTEREST WHEN SUBCONTRACTING WITH CONTRACTORS DEBAR
RED, SUSPENDED, OR PROPOSED FOR DEBARMENT (OCT 2015)

252,225-7013
DUTY-FREE ENTRY (NOV 2014)
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52.252-2
CLAUSES INCORPORATED BY REFERENCE (FEB 1998)

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in
full text. Upon request, the Contracting Officer will make their full text available. Also, the full text of a
clause may be accessed electronically at this/these address{es).

FAR, DFARS and NMCARS at the Hi11 AFB website —-
http://farsite.hill,af .mi1/VFFARa . htm

FAR only at the GSA website {click on "Reguiations: FAR"} --
http://www.gsa.gov/Portal/gsa/ep/home.do?tabld=0

DFARS and NMCARS only at the DPAP website —
https://acquisition.navy.mil/rda/home/policy_and_guidance

The text of all NAVSUP and NAVICP clauses will be contained in thebody of the contract.
52.222-50
COMBATING TRAFFICKING IN PERSONS (FEB 2003)

52.243-1
CHANGES--FIXED-PRICE (AUG 1987)

52.2098-10
PROHIBITION ON CONTRACTING WITH INVERTED DOMESTIC CORPORATIONS (NOV 2015)

52.249-1
TERMINATION FOR CONVENIENCE OF THE GOVERNMENT (FEIXED-PRICED){SHORT FORM} (APR 1
9g4)

52.253-1
COMPUTER GENERATED FORMS (JAN 1991)

52.227-9
REFUND OF ROYALTIES (APR 1984}

52.232-23
ASSIGNMENT OF CLAIMS (MAY 2014)

§2.233-3
PROTEST AFTER AWARD (AUG 189G6)

52.222-19
CHILD LABOR-COOPERATION WITH AUTHORITIES AND REMEDIES (FEB 2016)

52.204-9
PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL (JAN 2011)

52.223-3
HAZARDOUS MATERIAL IDENTIFICATION AND MATERIAL SAFETY DATA (JAN 1897)

52.233-1
DISPUTES (MAY 2014)

52,232-39
UNENFORCEABILITY OF UNAUTHORIZED OBLIGATIONS (JUN 2013)
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52.204-2
SECURITY REQUIREMENTS (AUG 1998)

52,222-21
PROHIBITION OF SEGREGATED FACILITIES (MAR 2015)

52.232-40
PROVIDING ACCELERATED PAYMENTS TO SMALL BUSINESS SUBCONTRACTORS (DEC 2013)

52.204-18
COMMERCIAL AND GOVERNMENT ENTITY CODE MAINTENANCE (JUL 2015)

PART IV - REPRESENTATIONS AND INSTRUCTIONS
SECTION K
REPRESENTATIONS, CERTIFICATIONS, AND OTHER STATEMENTS OF OFFERORS OR QUOTERS

252.223-7001
4AZARD WARNING LABELS (DEC 1891)

{a) "Hazardous material," as used in this clause, is defined in the Hazardous Material Identification and
Material Saftey Data clause of this contract.

(b} The Contractor shall Tabel the item package (unit container) of any hazardous material to be delivered under
this contract in accordance with the Hazard Communication Standard (29 CFR 1910.1200 et seq). The Standard required
that the hazard warning label conform to the requirements of the standard unless the material is otherwise subject to
the labelling requirements of one of the following statues:

1) Federal Insecticide, Fungicide and Rodenticied Act;
(2) Federal Food, Drug and Cosmetics Act;
(3) Consumer Product Safety Act;
(4) Federal Hazardous Substances Act; or
(5) Federal Alcohol Administration Act.

(c) The Offeror shall 1ist which hazardous material 1isted in the Hazardous Material Identification and Material
Safety Data clause of this contract will be labelled in accordance with one of the Acts in paragraphs (b}(1) through
{5) of this clause instead of the Hazard Communication Standard. Any hazardous material not 1isted will be
interpreted to mean that a label is required in accordance with the Hazard Communication Standard.

MATERIAL (If None, Insert "NONE".) ACT

(d) The apparently successful Offeror agrees to submit, before award, a copy of the hazard warning label for all
hazardous materials not 1isted in paragraph (c) of this clause. The Offeror shall submit the Tabel with the Material
Safety Data Sheet being furnished under the Hazardous material Identification and Material Safety Data clause of this
centract.

{(e) The Contractor shall also comply with MIL-57D-129, Marking fer Shipment and Storage (including revisions
adopted during the term of this contract}.

52.204-19
INCORPCRATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS (DEC 2014)

PART IV - REPRESENTATIONS AND INSTRUCTIONS
SECTION L
INSTRUCTIONS, CONDITIONS, AND NOTICES TO CFFERORS OR QUOTERS

5252.204-9400

CONTRACTOR UNCLASSIFIED ACCESS TO FEDERALLY CONTROLLED FACILITIES, SENSITIVE
INFORMATION, INFORMATION TECHNOLOGY (IT) SYSTEMS OR PROTECTED HEALTH INFORMATIO
N (JULY 2013)
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5252.204-9400 (CONT)

CONTRACTOR UNCLASSIFIED ACCESS TO FEDERALLY CONTROLLED FACILITIES, SENSITIVE
INFORMATION, INFORMATION TECHNOLOGY (IT) SYSTEMS OR PROTECTED HEALTH INFORMATIO
N (JULY 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal
security standards for Federal employees and contractors. The Deputy Secretary of Defense Directive-Type Memorandum
(DTM) 08-006 - "DoD Impliementation of Homeland SecurityPresidential Directive - 12 {HSPD-12}" dated November 26,
2008 (or itssubsequent DoD instruction) directs implementation of HSPD-12. This clause isin accerdance with HSPD-12
and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base,
facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified
sensitive duties. This clause also appiies to contractor employees who access Privacy Act and Protected Health
Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as
National Security Position, as advised by the command security manager. It is the responsibility of the responsible
sgcurity officer of the command/facility where the work is performed to ensure compliance.

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department
of Defense Common Access Card (DoD CAC). Additionally, depending on the level of computer/network access, the
contract employee will require a successful investigation as detailed below.

ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or
activity under this clause will require a DoD CAC. When access to a base, facility or activity is required
contractor employees shall in-process with the Navy Command's Security Manager upon arrival to the Navy Command and
shall out-process prior to their departure at the completion of the individual's performance under the contract.
ACCESS TO DOD IT SYSTEMSIn accordance with SECNAV M-5510.30, contractor employees who require accessto DoN or DoD
networks are categorized as IT-I, IT-II, er IT-III. The IT-II level, defined in detail in SECNAV M-5510.30, includes
positions which require access to information protected under the Privacy Act, to include Protected Health
Information (PHI). A11 contractor employees under this contract who require access to Privacy Act protected
information are therefore categorized no lower than IT-II. IT Leveis ara determined by the requiring activity's
Command Information Assurance Manager. Contractor employees requiring privileged or IT-I Tevel access, (whenspecified
by the terms of the contract) require & Single Scope BackgroundInvestigation (SSBI) which is a higher level
investigation than the NationalAgency Check with Law and Credit (NACLC) described below. Due to theprivileged system
access, a SSBI suitable for High Risk public trustspositions is required, Individuals who have access to system
control,monitering, or administration functions (e.g. system administrator, databaseadministrator) require training
and certification to Information AssuranceTechnical Level 1,and must be trained and certified on the Operating System
orComputing Environment they are required to maintain, ‘

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation. When access to
IT systems is required for perfermance of the contractor employee's duties, such employees shall in-process with the
Navy Command's Security Manager and Informatiecn Assurance Manager upon arrival to the Navy command and shall
out-process prior to their departure at the completion of the individual's performance under thecontract.

Completion and approval of a System Authorization Access RequestNavy (SAAR-N) form is required for allindividuals
accessing Navy InformationTechnelogy resources.The decision to authorize access to a government ITsystem/network is
inherently governmental, The contractor supervisor is notauthorized to sign the SAAR-Ni therefore, the government
employee withknowledge of the system/network access required or the COR shall sign theSAAR-N as the "supervisor”.

The SAAR-N shall be forwarded to the Navy Command's Security Manager at least 30 days prior to the individual's start
date. Failure to provide the required documentation at least 30 days prior to the individual's start date may result
in delaying the individual's start date.

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees
requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background
investigation. The Contractor's Security Representative shall contact the Command Security Manager for guidance when
reinvestigations are required.

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD
unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable
fingerprint results. When the results of the investigation are received and a favorable determination is not made,
the contractor employese working on the contract under interim access will be denied access to the computer network
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5262.204-9400 (CONT)

CONTRACTOR UNCLASSIFIED ACCESS TO FEDERALLY CONTROLLED FACILITIES, SENSITIVE
INFORMATION, INFORMATION TECHNOLOGY (IT) SYSTEMS OR PROTECTED HEALTH INFORMATIO
N (JULY 2013)

and this denial will not relieve the contractor of his/her responsibility to perform.

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system
access in no way relieves the contractor from the requirement to execute performance under the contract within the
timeframes specified in the contract. Contracters shall plan shead in processing their employees and subcontractor
employees. The contractorshall 1insert this clause in all subcontracts when the subcontractor ispermitted to have
unclassified access to a federally controlled facility, federally-controlled information system/network and/or to
government information, meaning information not authorized for public release.

CONTRACTOR'S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor's Securi ty Representative. Within three work
days after contract award, the contracto r shall provide to the requiring activity's Security Manager and the
Contracti ng Officer, in writing, the name, title, address and phone number for the Cont racter's Security
Representative, The Contractor's Security Representative sh all be the primary point of contact on any security
matter. The Contractor's Security Representative shall not be replaced or removed without prior notice to the
Contracting Officer and Command Security Manager.

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTR ACTORS ASSIGNED TO NATIONAL SECURITY
POSITIONS OR PERFORMING SENSITIVE DUTIES

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to
ensure appropriate protective measures are a pplied. Navy recognizes contractor employees under this contract as
Non—-Critic a1 Sensitive ADP/IT-II when the contract scope of work require physical access to o a federally controlled
base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive
duties, This designation is also applied to contractor employees who access Privacy Act and Protected Health
Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by
DON as NationalSecurity Positions. At a minimum, each contractor employee must be a UScitizen and have a favorably
completed NACLC to obtain a favorabledeterminationfor assignment to a non-critical sensitive or IT-II
position.TheNACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit
check. Each contractor employee filling anon-critical sensitive or IT-II position is required to complete:

-SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

-Two FD-258 Applicant Fingerprint Cards {(or an electronic fingerprint submission)

-Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual's start date shall result in
delaying the individual's start date. Background investigations shall be reinitiated as required to ensure
investigations remain current (not older than 10 years) throughout thecontract perfeormance period. The Contractor's
Security Representative shallcontact the Command Security Manager for guidance when reinvestigations arerequired.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy
Command's Security Manager upon arrival to the Navy command and shall out process prior to their departure at the
completion of individual's performance under the contract. Employeesrequiring IT access shall also check—in and
check-out with theNavy Command's Information Assurance Manager. Completion and approval of a System Authorization
Access RequestNavy (SAAR-N)} form is required for all individuals accessing Navy Information Technology resources.
The SAAR-N shall be forwardedto the Navy Command's Security Manager at least 30 days prior to the individuai's start
date.Failure to provide the required documentation at Teast 30 days prior to the individual's start date shall
result in delaying the individval's start date. The contractor shall ensure that each contract employee requiring
access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current
requisite background investigation. Contractor employees shall accurately complete the required investigative forms
prior to submission to the Navy Command Security Manager, The Navy Command's Security Managerwill review the
submitted documentation for completeness prior to submittingit to the Office of Personnel Management (OPM).
Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.
An unfavorable determinationmade by the Navy is final {subject to SF-88 appeal procedurss) and such a determination
does not relieve the contractor from meeting any contractual obligation under the contract. The Navy Command's
Security Manager will forward the required forms toOPM for processing. Once the investigation is complete,
theresults wili be forwarded by OPM to the DON Central AdjudicationFacility (CAF) for a determination.

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall
submit a Visit Authorization Request (VAR) via the Joint Perscnnel Adjudication System {JPAS) or a hard copy VAR
directly from the contractor's Security Representative. Although the contractor will take JPAS "Owning” role over
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5252.204-9400 (CONT)

CONTRACTOR UNCLASSIFIED ACCESS TO FEDERALLY CONTROLLED FACILITIES, SENSITIVE
INFORMATION, INFORMATION TECHNOLOGY (IT) SYSTEMS OR PROTECTED HEALTH INFORMATIOD
N (JULY 2013)

the contractor empioyee, the Navy Command will take JPAS "Sarvicing" role over the contracter employee during the
hiring process and for the duration of assignment under that contract. Thecontractor shall include the IT Position
Category per SECNAV M-5510.30 foréach employee designated on a VAR. The VAR requires annval renewal for theduration
of the employee's perfcrmance under the contract.

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING
NON-SENSITIVE DUTIESContractor employee whose work is unclassified and non-sensitive(e.g., performing certain duties
such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to
perform those duties shall meet the following minimum requirements:

- Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United
States (as required by The DeputySecretary of Defense DTM 08-006 or its subsequent DoD instruction) and

-Must have a favorably completed National Agency Check with Written Inquiries (NACI} including a FBI fingerprint
check prior to installation access.

To be considered for a favorable trustworthiness determination, the Contractor's Security Representative must submit
for a1l employees each of the following:

- SF-85 Questionnaire for Non-Sensitive Positions

- Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

— Original Signed Release Statements

The contractor shall ensure each individval employee has a current favorably completed National Agency Check with
Written Inquiries (MACI) or ensure successful FBI fingerprint results have been gained and investigation has been
processed with OPM,

Failure to provide the required documentation at 1east 30 days prior to the individual's start date may result in
delaying the individual's start date.

* Consult with your Command Security Manager and Information AssuranceManager for local policy when IT-III
(non-sensitive) access is required fornon-US citizens outside the United States.

252.248-7003

NOTIFICATION OF POTENTIAL SAFETY ISSUES (JUN 2013)

NAVSUPWSSLA19

CONSIGNMENT INSTRUCTIONS (MAY 2010)

Consignment Addresses are readily avaitable electronically at the DoD Activity Address Codes (DODAAC)
websitehttps://www.daas.dla.mil1/daasinq/dodaac.asp?cu=d

Contractors are to enter a specific DODAAC Code {i.e. N63126), then select "Scan Query."

Three addresses will appear:
TAC1=Mailing Address TAC2=Shipping Address TAC3=Bi11ing Address

The TACZ2 Shipping Address should always be used.
If it is missing for whatever reasen, the contractor is authorized to use the TAC1 Mailing Address.

For Mobile Units and Ships, call the Naval Operational Logistics Support Center (NOLSC) Fleet Locator at: Commercial
757-443-5434 or DSN 646-5434



PAGE 33 OF 33

SPRPA1-18-P-V078

CONSIGNMENT INSTRUCTIONS

NOTE: The activity codes listed below are used to identify the Activities which are to receive
material. The activity code and the gquantities to be shipped to each activity under this contract
appear in the Schedule., DO NOT SHIP 7O A WATER PORT OR AIR TERMINAL WITHOUT COMPLYING WITH THE
CLEARANCE/MILSTAMP REQUIREMENTS OF CLAUSE FAR 52.247-52.

N4014D Receiving Officer,

P8 RPO 4500945043, DHL GLOBAL LOGISTICS, 998 SOUTH HILL DRIVE
BRISBANE, CA 94005-1282

SW3122 Recediving Officer,
DLA DISTRIBUTION JACKSONVILLE, BLDG 175 SWAN ROAD, JACKSONVILLE, FL 32212-0103



EXTERNAL :

(50512A)
(E) DCMA LOS ANGELES

(N4014D)
(M) P8 RPD 4500045043
MILSTRIP

1 {81982)
(P) HYDRO-AIRE INC

INTERNAL :
1 FILE COPY
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DISTRIBUTION

(HQ0339)
(E) DFAS — COLUMBUS CENTER

(SW3122)
(M) DLA DISTRIBUTION JACKSONVILLE
MILSTRIP



